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Tire Vice Clrarrcellors / Reqistrars of State Public Universities,

5irilvlaclarn,

Please find attached a copy of the letter from Shri Karthik Rao Bappanad,

fetttre Head, CySeck-Cyber Security Kanrataka regarding conducting of series of
lnline progranrnres for spre.rdtng avvareness of cyber risks, cyber hygiene and best

oractices arlonqst tlre general pL.rblic and for studehts at Higher Educatrorral

lrrstitutrons in tlre State. The letter is self-explanatory.

ln the !ight of NEP-3020 irnplententation in the State, as you know, these types
of orrirrte coLrrses on Cybersecr-rrrty are relevant and necessary for both technical and

non-technical students. As you also know,2-credit Cybersecurity course will be there
in the 3'" year of the UG Programrres across all disciplines.

l, therefore suggest you to kindly advise your University Faculty and students
and also tlrose of affiliated Colleges to inake use of this online course by registering
f helrrselves to tlrese courses.

(8. Tlrimme Gowda)

Na rri. Prasanna Kumaf Biock, Bengaturu City Univetsity Campus Y Rarnachandra Road, Gandhinagar, Bengaluru- 560 009



october cybersecurity Awareness Month
Programme 2022

Programme for students at Higher Educationar Institutes

Dear Madam / Sir,

October is observed as National Cybersecurity Awareness Month. This October,
CySecK - Karnataka state's Ktech Centre of Excellence in Cyber Security - is
conducting a series of programmes for spreading awareness of cyber risks, cyber
hygiene and best practices amongst the public.

The following activities are planned.
1. Daily social media posts on various aspects of cybersecurity
2. Weekly contests to bring in awareness of cyber risks through gamification
3. Online course "lntroduction to Cybersecurity" for students at Higher Educational

Institutes in the state
4. Training on blockchain and cryptocurrency for law enforcement officers
5. Six-day technical training for faculty of polytechnic courses on various aspects of

cybersecurity
6. Launch of Cyber Maatrika - an initiative to build model specifications for various

cybersecu rity solutions

CySecK would like the support from Karnataka State Higher Education Council for
conduct of the online course "lntroduction to Cybersecurity" for students at Higher
Educational Institutes in the state. This course from Cisco will be made available on
NASSCOM FutureSkills Prime platform. The registtations will be open from 0Z-Oct-
2022til\17-Oct-2022.The course will be available for students to complete from 21-Oct-
2022 tll 07-Nov-2022.

This is a 1S-hours online, self-paced learning course. The course provides an
introduction to the domain of cybersecurity that would be relevance to both technical
and non-technical students. The students will be able to get an understanding of the
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various cyber risks, undeistand the most common threats, attacks and vulnerabilities,
find the latest job trends and why cybersecurity continues to grow.

To encourage participation from across the state, top three prizes will be provided to
students from each of the 31 districts of the state, in addition to d'n overall state-level.top
three winners. All students who successfully complete the course will be provided a
certificate.

We request you to issue a circular to Universities across the state so that the
programme reaches out to maximum students. The students can register for the course
at

Thanking you,

Karthik Rao Bappanad
Centre Head, CySecK


